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Importing one MAC address to an existing group

Abstract: This guide is designed to show a user how certain common tasks in ExtremeControl are accomplished in ExtremeNAC.
Both products are very capable, however, the workflow of accomplishing tasks is different.

Published: August 2020

Extreme Networks, Inc.

Phone / +1 408.579.2800
Toll-free / +1 888.257.3000

www.extremenetworks.com

©2020 Extreme Networks, Inc. All rights reserved.
Extreme Networks and the Extreme Networks logo are trademarks or registered trademarks of Extreme Networks, Inc.  in the United States and/or other countries. All other names are the property of their respective
owners. All other registered trademarks, trademarks, and service marks are property of their respective owners. For additional information on Extreme Networks trademarks, see

www.extremenetworks.com/company/legal/trademarks.

P/N XXXXX-XX


http://www.extremenetworks.com/company/legal/trademarks
http://www.extremenetworks.com/

ExtremeControl / ExtremeNAC Cross Reference

Contents

T T - T

/NG 30 5 L 37T o

2
2
EXtremeControl ROW t0 ....ccicreererermsssmsesmsassssesssassssasssnsssssssssssnsnsssnsnssnsasssnssnsasnsnsnnsnnnsnsnnsnsnnnsnnnnnns &
5

Document revision hiStOry ....iciiirssireimmsimesmnsmmssmssmmasmssmmes s nassnssmassnsssassnassassnnssnnsnnsnnnsen

Use Case

Authorize a device with a specific MAC address (00:0c:29:09:08:de) and assign the Printer role.

A3 how to

e Check if the endpoint MAC address is already known to A3. Clients -> Search

ExtremeCloud IQ |

Q
SearmC'ents/ \ Advanced

(il Q  00:0c:29:09:08:de
mport

Offline Clients m 200 4+ &« |« w B Export to C5V

Online Clients

Device Groups ~ Computer IPv4 Device
Status Online/Offline MAC Address | Detected Date Name Owner Address Class

unregistered [ on ] @@:8c:29:09:08: de 2020-08-05 06:59:06 default
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o If the endpoint exists then click on the endpoint and set Status to Registered and Role to Printer. Then
hit Save button
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¢ If the endpoint does not exist then click Clients -> Create and set Status to Registered and Role to
Printer. Then hit Create button

ExtremeCloud IQ A3
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ExtremeControl how to

e Search for endpoint Control -> End-Systems -> magnifier tool

Dashboard Policy Access Control End-Systems  Reports \ =

FE9l & AddToGroup.. 4 Force Reauthentication g3 Tools w e Live - [E ANl End-System Events e | Devices All = 00:0c:29:09:08:de] X Q |

‘ hte | Last Seen | MAC Address MAC OUI Vendor | Device Family Device Type IP Address Host Name Site Switch

18/06/2020 8:24:15 00:0C:29:09:08:-DE VMware, Inc. 192.168.21.216 Morld/DeepSpace/S... 19216

e If the endpoint exists then click on the Add To Group and select Printers. Then hit OK button

E Dashboard Policy Access Control End-Systems Reports Q 7 =

‘.:‘ &3 Add To Group... g Force Reauthentication o+ Tools - o Live = [E All End-System Events g | Devices:All » 00:0¢:29:09:08:de x

‘ hte | Last Seen | MAC Address MAC OUI Vendor | Device Family Device Type IP Address Host Name Site Switch

n 19/06/2020 8:24:15 00:0%:29:09:08:DE VMware, Inc. 192.168.21.216 Morld/DeepSpace/S... 192.16
End-System Group Membership ®
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= Add End-Systems to a Group

™4 Descriphgp:

4l Groups: Printers (MAC) -
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e If the endpoint doesn't exist then add the entry to the End-System Group. Control -> Access Control ->
Group Editor -> End-System Groups -> Printers -> Add. When the entry is in the list, hit Save

Dashboard Policy
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ESX10-R12-U27 (vnic-5)

m
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Guest Expired
0T Defender
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Printers (unsaved)

Access Control

Fusion Disconnected Systems

ManagementVLAN_vlan_39
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End-Systems Reports Q ? =

+ Edit Group: Printers

Description: Default End-System Group for Printers.
@ Add.. [F Edit.. [§ Copy.. @ Delete Import... Export... [ Add MAC OUls.. e
Value T Entry Type Description
00:0C:29:09:08:DE MAC

Managed Mobile Devices Busines
Managed Mobile Devices Decomr

Managed Mobile Devices Person:

e The enforce to Access Control Engines is not needed. Group entries are synchronized periodically.
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